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1. INTRODUCTION  

  

This is an engineered platform developed by Fridolin Mpiza, Tanzania Network and 
Software Engineer through which a system user can learn several ethical hacking 
techniques with the aim of making sure that he/ she is on a safe side against the 
black hat hackers.  

A platform designed with the aim of enabling the system user to improve security 
in his daily activities so as to avoid an intensive negative attacks. Also, a platform 
can help a system user to improve and safeguard his online profile on the 
cyberspace. 

 
2. TECHNOLOGIES USED  

  

A system was developed by using the following technologies to make sure that 
functionalities tend to operate effectively;  

● Cryptographic Algorithms,  

● Application Programming Interface (API) 

● Security hashes 

● JavaScripts (Js) and Cascading Style Sheet (CSS) 

● HTML (Hyper Text Mark Up Language)  

● Mysql Database  

    

All of these technologies were used to make sure that the whole system is going to 
undertake the intended functionalities while it is used.  

 

3. PRODUCT FEATURES  

  

3.1 System Dashboard   

- A system is a very user friendly since a system user can easily deal with several 
functionalities in a scalable and effective ways of implementation. Therefore, a 
system tends to make an easy functionality option on what service that a system 
user intended to view or get from the dashboard. It appears as follow 



 

 



 

 



 

 



 

 



 

                    3.2. Website Hacking 

- On this section, a system user can learn by viewing the tutorial video on a sequential 
manner of learning on how the website can be hacked by using several techniques. 
Therefore, a system user should be able to practice in his daily life. It appears as 
follow 



 

 



 

                     3.3.  Mobile Applications Hacking  

- Also, a system user is able to learn on several mobile applications hacking by 
viewing tutorial videos through which he can practice in his daily life for the best 
competence and accuracy. Therefore, a platform can enable him to manage the skills 
gained by making an actual applicability. It appears as follow 



 

 



 

         3.4. Network Hacking (WiFi) 

Here a system user can also learn through a tutorial videos in a sequential manner 
for an easy way of getting skills. Also, a platform enables a system user to learn 
how the WiFi or network of a certain area can be easily hacked. It appears as follow. 



 

 



 

         3.5 Buffer Overflow Attacks    

Here a system user is able to learn on how the buffer overflow can be easily attacked 
in a sequential tutorial videos for him or her to practice in his daily life. It appears 
as follow 



 

 



 

 

 

 

 

 

 

 

 

         3.6 Online Profile Safeguarding   

Also a system can enable user to improve his online profile against the black hat     
hackers which can lowers them in their daily business profile activities or the similar 
tasks. Therefore, a platform can enable them to learn by using the sequential tutorial 
videos uploaded on the platform. It appears as follow. 



 

 



 

 



 

 



 

4. SOLUTION ONLINE   

Eng. Fridolin, will build software by using an advanced technologies in 
corresponding to the current global development of science and technology as well as 
by ensuring the high level of security and scalability. Also, it will allow you to do any 
updates on page content and images once it is launched and it make an easy integration 
with analytics software to track page and site performance.  

 

5. EXECUTION TIMELINE  

- System execution timeline including several task as follow till making sure 
that the system is complete to operate.  

➔ Initial Design as per discussion to meet client’s needs.  

➔ Functional Prototype  

➔ Application development and Complete Testing  

 

6. PROJECT COSTS  

  

Task  
 
Price (USD) 

 
Price (Tsh) 

Initial Invoice  85 / =  200,000/= 

Approved Design Invoice  128/ =  300,000/= 

Final Invoice   128/ =  300,000/= 

 
TOTAL AMOUNT  

  
300 USD /=  

 
800,000/= 

  

  


